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I. INTRODUCTION

One of the areas of concern in the war on terrorism is cyberterrorism – the terrorism originating from the cyber world. Cyberterrorism has been defined as 'hacking' with a body count. This is one of many definitions of cyberterrorism that exist. There is a lot of misinterpretation in the definitions. There are no reported instances of cyberterrorism, and therefore, it is objectively impossible to assess the risk of an unrealized act of cyberterrorism. However, commentators have invented scenarios wherein a cyberterrorist attack can possibly take many forms involving mass disruption and/or mass destruction. For example,

- a cyberterrorist might hack into computer systems and disrupt domestic banking, the stock exchanges and international financial transactions, leading to a loss of confidence in the economy. Or, she might break into an air traffic control system and manipulate it, causing planes to crash or collide. Or, a terrorist could hack into a pharmaceutical company's computers, changing the formula of some essential medication and causing thousands to die. Or, a terrorist could break into a utility company's computers, changing pressure in gas lines, tinkering with valves and causing a suburb to detonate and burn.

The scenarios seem surreal and some experts are skeptical about manifestation of such events. According to one expert, there is no such
thing as cyberterrorism.\textsuperscript{4} However, a survey of 725 cities conducted by the National League of Cities shows that Cyberterrorism ranks with biological and chemical weapons atop officials' list of fears.\textsuperscript{5} The fear may be unreasonable, and the conclusion that a new form of terrorism originating from cyber world is on the rise premature. Because of the fear that the threat is out there, the U.S. government has appointed a cyber security czar, and legislators are considering passing laws concerning Cyberterrorism.

So far, no cyber attack has led to violence or injury to a person.\textsuperscript{6} It is further recognized that the terrorists have not transitioned to using cyberspace as a weapon, and that cyberterrorism remains as yet an unrealized phenomenon. Nonetheless, there is an anticipation that cyberspace will become an essential terrorist tool.\textsuperscript{7} Some consider Cyberterrorism a sizable niche,\textsuperscript{8} while skeptics reject cyberterrorism as a mere myth.\textsuperscript{9}

Whether cyberterrorism is a vehicle of mass disruption not distinguished from hacking, a vehicle of mass destruction, an “electronic Pearl Harbor” or a “digital Armageddon” ranking with biological and chemical weapons, or just a harassment tool is a widely debated issue.

Despite the numerous articles published on cyberterrorism, there is no single definition that prevails over others. Nonetheless, cyberterrorism is considered a serious cybercrime. A cybercrime is a type of crime that is different from other crimes that use traditional media. In order to combat the crime of cyberterrorism, it is essential that the elements of crime must be fair, clear, and definitive.

This article explores definitions of the term “cyberterrorism” in light of available literature and recent legislation in an attempt to distinguish cyberterrorism from other cyber activities and crimes.

\textbf{A. Cyberspace}

The word with prefix ‘cyber-’, or ‘cyber’, means an online activity. In
other words, a modem or networking must be involved. Besides being a prefix, it is also a verb, not a noun. It is an activity unique to the Information or Knowledge Age.

Cyberspace is defined as a bio-electronic ecosystem that exists anywhere phones, coaxial cables, optic lines, or electromagnetic waves are available. Internet, virtual world, and cyberspace are synonymous. The cyberspace or "Internet is a worldwide network of computers that enable various individuals and organizations to share information." The Internet is a network of not only computers, but also of networks. The extent of its vastness is unknown. About 72 million individuals log on to it every day, and its use is growing, tripling in size every year. No one owns cyberspace or operates it with any central authority. "Politically, it makes governments obsolete." As such, the Internet is a "unique and wholly new medium of worldwide human communication." It allows computer users to access millions of Web sites and Web pages. A Web page is a computer data file that includes names, words, messages, pictures, sounds, and links to other information. "The World Wide Web is a publishing forum consisting of millions of individual Web sites that contain a wide variety of contents." Web surfing and e-mail are Internet or cyberspace applications.

In recent years, businesses have begun to use the Internet to provide information and products to consumers and other businesses. The exponential growth in use of the Internet has vastly expanded the means of communication worldwide. Cyberspace enables people to share ideas over great distances and engage in the creation of an entirely new, diverse, and chaotic democracy free from geographic and physical constraints. While the demonic potential of cyberspace is well recognized, "less known is the fact that one can reach audiences of thousands or even
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millions in ways that conceal his or her identity."²¹

B. Cybercrime

A cyber-activity is very different from the use of computers for a traditional activity. It is like the difference between those who use computers for all they can be and those who use computers as a tool like a typewriter.²² Cybercrime is substantially different from computer crime. Some argue that cyber theft is substantially different from other thefts using traditional media.²³ Cyberterrorism is clearly different from terrorism.²⁴

Not every computer-related crime is a cyber-crime. The use of computers as incidental to another offense is not cybercrime.²⁵ There are several ways to classify cyber-crimes.²⁶ One way to classify cyber-crimes is to inquire whether computers make the fruit or instrumentalities of crime. In other words, the issue is whether the computer is a target of or a tool to commit the crime at issue.²⁷ Viruses, worms, Trojan horses, denial of service attacks are tools to maliciously destruct computer hardware and software and, therefore, are the cyber crimes of the first type. Such crimes did not exist before the creation of cyberspace. Online frauds and online child pornography are cyber crimes of the second type.²⁸ This type of cybercrime includes traditional criminal activities that have migrated to the Internet.²⁹

The ability to conceal one's identity in cyberspace, or anonymity, makes it difficult to track a cyber criminal and thus provides an attractive medium to commit a cybercrime. There are no checkpoints or physical evidence.³⁰ A variety of legal and procedural issues arise when an investigation of a cybercrime requires gathering evidence across national
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Although humans have created cyberspace, the only residents in cyberspace are digital data—the ones and zeros and the inter-connected computers that store and transmit the data. Cyberspace is constantly under assault. Cyber spies, thieves, saboteurs, and thrill seekers break into computer systems and networks, steal personal data and trade secrets, vandalize Web sites, disrupt service, sabotage data and systems, launch computer viruses and worms, conduct fraudulent transactions, cyber-stalk, and harass individuals and companies.

Many of the attacks are serious and costly, but not violent. The ILOVEYOU virus and variants, for example, was estimated to have hit millions of users and cost billions of dollars in damage. The denial-of-service DOS attacks against Yahoo, CNN, eBay, and other e-commerce Web sites caused over a billion dollars in losses, and shook the confidence of business and individuals in e-commerce.

The most recent and longest cyber attack was launched against Aljazeera.net, the Arabic satellite news channel's Web site. The cyberattack lasted almost a week. No one has ever sustained a crippling attack against a big Web site for so long. The Federal Bureau of Investig...
igation FBI monitored the hack but could do little to trace or stop it.  

D. THREAT OF CYBERTERRORISM

Cyberterrorism is the convergence of terrorism and cyberspace. While "cyber", as explained in the foregoing text, is non-controversial, "terrorism" by nature is difficult to define. As the old maxim goes: one man's terrorist is another man's freedom fighter. Terrorism commonly involves violence between different moral cultures. Everyone uses the word 'terrorism' to mean a kind of violence, of which he or she does not approve, and about which he or she wants something done. In political rhetoric, terrorism involves killing, disruption, or destruction of something of value for political purposes by some one other than a government or its agents acting overtly. It is implied that the terrorist individual or group does not have conventional military or legal power to achieve its end.

The U.S. Code defines "terrorism" as "premeditated, politically motivated violence perpetrated against noncombatant targets by subnational groups or clandestine agents." The Code specifies act, motive, actor and victim, but does not address the legality of the violence.

The term cyberterrorism—comprising of "cyber" and "terrorism" was first coined in 1980s by Barry C. Collin, a senior research fellow at the Institute for Security and Intelligence in California. Since then, term
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“cyberterrorism” has been extensively used, if not overused. The term combines two greatest fears of this century: cyberspace and terrorism.48

Terrorism is, in fact, designed to be feared. That is its real power.49 The technology is also feared not only because it is arcane and complex, but also because people believe that the computer technology has the ability to become the master, and humanity the servant.50 The press has further fueled the fires by exaggerating the convergence – that one could destruct the physical world using a computer in his living room or cave.51 According to Barry Collin, who created the term “cyberterrorism,” there is a difference between mischievous hackers – the kind of people who break into government Web site to paint mustaches on official portraits – and CyberTerrorists:

Like conventional terrorists, CyberTerrorists are out for blood. They try to do things like break into subway computer systems to cause a collision or use computers to tamper with power grids or food processing. However, unlike suicide bombers and roof-top snipers, CyberTerrorists attack from the comfort of home and can be in more than one place at a time through cyberspace. . . . CyberTerrorism can be far more damaging, and far more violent, than a 55-gallon drum of fuel and fertilizer. . . . CyberTerrorists’ isolation from the results of their actions and the consequent lack of personal risk, make them particularly dangerous. . . . [T]he ease and low cost of CyberTerrorism combine to offer an attractive tool for once-conventional sociopaths.52

FBI’s Mark Politt rebutted the foregoing by stating that computers are products of human being and offer immense benefits.53 There are risks, but most risks are manageable. It is the “unmanageable” risks that we fear.54

The public was alerted to the “rise of cyberterrorism” even before September 11,55 and the terrorist attacks of September 11 heightened the public fear of cyberterrorism.56 The U.S. government has cited the Sri Lankan freedom fighters liberation group as the first group using
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cyberterrorism, and, therefore, some claim that the U.S. government is prone to cyberterrorist attacks. However, experts argue that the Sri Lankan group’s cyberattack in which the Sri Lankan embassy Web sites were put out of operation was not cyberterrorism, but rather a denial of service attack.\textsuperscript{57} Experts deny that “we have seen cyberterrorism” and do not think that “we are going to see it for a couple of decades.”\textsuperscript{58} It is further claimed that

\text{[t]he closest thing that we have had is in Australia where someone hacked into a system and dumped sewage out into a bay. . . . It took him dozens of attempts and did not do that much damage. That is not terrorism. . . . A network going down is not terrorism. Everyone who watched on September 11 knows what terrorism looks like. . . . Your phone not working is not terrorism, that is annoyance. I would define cyberterrorism as using a computer to make planes fall out of the sky or building collapse. . . . Shutting down of Wall Street happens every weekend. . . . I do not think that there is a way to completely shut down Wall Street. I won’t argue that terrorists won’t [wreak havoc]. I argue that whatever they may do does not involve computer networks, it will involve trucks and bombs, and airplanes. . . . We can invent scenarios but they are not realistic. . . . I don’t see terrorism on computers. I just don’t . . .} \textsuperscript{59}

Despite the lack of evidence, cyberterrorism is now considered a viable option for any individual or group.\textsuperscript{60} The experts who anticipate a cyberterrorism attack on the United States are puzzled as to why cyberterrorism has not manifested itself yet.\textsuperscript{61} Some possible reasons given are:

- Terrorists lack the computer expertise and have not recruited hackers.
- Leaders of the group may still be the product of a different, older worldview – one in which delivery method does not involve bits and bytes.
- Domestic extremists, and not the transnational groups, seem a likely source of cyberterrorism.
- It is some kid, or some disaffected adult, some technological Unabomber, that will strike and that will cause more damage
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than we ever thought possible.62

Much of the nation’s critical infrastructure operates on private networks that are not directly connected to the Internet—a fact which in and of itself—provides some level of protection.63 Some financial institutions that allow online banking, are connected to the Internet and they are at risk.64

Because the computers are at the heart of American infrastructure—from storing information to adding in communications delivery—the government has stepped up to promote cyber security in order to prevent cyberterrorist attacks. In this regard, Congress passed the legislation, after the September 11 attacks, to protect the nation’s information infrastructure from terrorism.65 The Federal Acts and certain state laws cover cyber crimes, but do not define cyberterrorism.66

In addition to the Federal laws in effect, several states are considering passing legislation against cyber crimes and cyber attacks. As of December 2002, at least fourteen states have pending legislations that address cyberterrorism.67 As it stands, the crime of cyberterrorism has been mentioned in certain statutes, but no governmental definition of cyberterrorism exists.68 The State of New York has a pending legislation that defines cyberterrorism and makes cyberterrorism a crime.69

In spite of the fact that neither the Federal law nor any individual state law defines cyberterrorism, the term has been used in the literature in different ways. There is no consensus on the definition of, or on elements comprising, cyberterrorism. Some of the definitions are:
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1) Cyberterrorism is hacking with body count

2) Cyberterrorism is generally understood to mean unlawful attacks and threats of attack against computers, networks, and the information stored therein when done to intimidate or coerce a government or its people in furtherance of political or social objectives

3) Cyberterrorism is any attack against an information function, regardless of the means

4) Cyber-terrorism is defined as attacking sabotage-prone targets by computer that poses potentially disastrous consequences for our incredibly computer-dependent society

5) Use of information technology as means by terrorist groups and agents is cyberterrorism

6) Cyberterrorism can be defined as the use of information technology by terrorist groups and individual to further their agenda

7) Cyberterrorism is premeditated, politically motivated attack against information, computer systems, computer programs, and data which results in violence against noncombatant targets by subnational groups or clandestine agents

8) A bill passed by the New York Senate defines the crime of cyberterrorism as any computer crime or denial of service attack with an intent to . . . influence the policy of a unit of government by intimidation or coercion, or affect the conduct of a unit of government

The first six definitions noted above are for general interest only as they are commentators' opinions. The seventh definition is a variation of the U.S. Department of State definition of terrorism.

The last definition which is a part of the S. 1627, a bill passed by the New York Senate, will become the law in the state of New York upon signing by Governor George E. Pataki. Two groups that seek to promote civil liberties have opposed the proposed definition of cyberterrorism in the bill. The groups are: Center for Democracy and Technology, and Electronic Frontier Foundation. The groups are gravely concerned because S. 1627 defines the crime of cyberterrorism so broadly that even a
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very low-level, non-violent, minor, politically motivated computer crime would become a serious felony, if the bill were enacted into law.\textsuperscript{81} The groups argue that the political protesters should not be treated as terrorists. The groups use “defacement” and “denial of service” attacks as two examples to illustrate how minor illegal acts in cyberspace will be treated as acts of terrorism under the proposed legislation.

Web defacement, where a Web site is entered without authorization and content is altered or replaced (but no permanent damage is done to the site), while illegal, is a non-violent disobedience tactic that is often intended precisely to affect the conduct of the government.\textsuperscript{82} The groups contend that under the proposed legislation, the crime of Web defacement, now a class A misdemeanor, will be elevated to a terrorist felony. It raises a constitutional concern that S. 1627, if enacted, would more severely punish politically motivated web defacement than the same act for thrills or other non-political reasons.\textsuperscript{83}

A denial of service [DoS] attack occurs when a network server is inundated with too many requests for information for it to handle so that legitimate users cannot access the server.\textsuperscript{84} At present, a DoS attack is not considered a crime in New York. The bill S. 1627 makes any computer crime or “denial of service attack” a Cybercrime (and therefore a serious felony) if committed with the intent to . . . influence the policy of a unit of government by intimidation or coercion, or to affect the conduct of a unit of government. A DoS attack can be analogized to a “cyber sit-in” or a “cyber-blockade” a form of civil disobedience.\textsuperscript{85} Another scenario is that a campaign that encourages citizens to send e-mail to their elected officials could be characterized as a DoS attack if the campaign results in a large volume of e-mail. The issue has been raised that the law that punishes the DoS attacks, when made to “affect the conduct of a unit of government” and does not punish them at all when done for non-political reason is likely to be found unconstitutional.\textsuperscript{86}

\section*{II. CONCLUSION}

The key element that differentiates cyberterrorism from terrorism is the use of cyberspace in carrying out a terror attack. The difference between cyberterrorism and other cyber attacks, such as hacking and cracking, is that the cyberterrorists are politically motivated, while other
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cyber attackers have non-political motives. Cyberterrorism has not manifested itself primarily because of the lack of convergence that exists between the real and virtual worlds. Based on the current state of technology involving human intervention, there is little chance that it would manifest in the near future, if at all.

The federal and state laws at present do not define "cyberterrorism." Several states are considering making cyberterrorism a felony crime. Our society that prides itself on impartiality of law and justice faces a challenge to provide a clear and fair legislative guideline for dealing with cyberterrorism – a phenomenon that has not manifested itself until now and may never do so. In model cyberterrorism legislation, for a cyber crime to be elevated to cyberterrorism, the crime should, in addition to being politically motivated, result in violence against persons or property, or at least cause enough harm to generate fear in the population. Cyber attacks, perpetrated with political motivation, that lead to death or bodily injury, explosions, plane crashes, water contamination, or severe economic loss, are the examples. Serious cyber attacks against critical infrastructures may be acts of cyberterrorism, depending on their impact. A cyber attack that disrupts the nonessential services or is mainly a costly nuisance should not be considered cyberterrorism.