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In today’s marketplace where businesses are constantly being threatened by data breaches and cyber-attacks, it is imperative that a global company obtain cyber-security insurance. The cyber-security insurance market is now the fastest growing segment of the insurance industry as cyber-threats are on the rise and business trade partners and consumers are insisting on safeguards for their confidential and sensitive information. Given how great the potential liability and damages resulting from a data breach can be companies cannot afford to be without cyber-security insurance. As this new form of insurance continues to emerge and develop, it is important for companies to understand the current state of the market and the nature of the protection that they need in order to prudently obtain coverage for cyber-security breaches.

This article will address these issues in turn, focusing first on the market, pointing out the need for this specific type of coverage, the inadequacy of general liability policies for cyber-risks, and general issues related to cyber-security insurance. Then we will turn to the relevant considerations in obtaining a cyber-security policy, including the cyber-threats to be aware of and the types of coverage available.

* Daniel Garrie is a Partner of ZEK’s Cybersecurity Practice, and coordinates the firm’s privacy, forensics, and e-discovery practices. He is the Executive Managing Partner at Law & Forensics LLC, a global forensic, cybersecurity, and e-discovery technology consulting firm. Mr. Garrie has a broad and diverse expertise in the areas of data governance and electronic discovery, including serving as an E-Discovery Special Master where he has served in federal and state courts across the United States. Mr. Garrie has written over 100 articles on legal and technology topics and has lectured to the bench and bar across the United States. He is also the author of Plugged in Guide to Software, E-Discovery & Dispute Resolution, and Cyber Warfare and the Law.

** Michael Mann is a legal associate at Law & Forensics and third year law student at New York University School of Law.

II. CURRENT STATE OF THE MARKET

A. CYBER-SECURITY COVERAGE IS NEEDED

Data breach incidents are increasing at an alarming rate.\(^2\) According to the United States Government Analysis Office, for the fiscal years 2006-2012, the number of incidents “that have placed sensitive information at risk, with potentially serious impacts on federal operations, assets, and people” has risen from 5,503 in 2006 to 48,562 in 2012.\(^3\)

In April 2014, the Securities and Exchange Commission (SEC) issued a risk alert in which it announced that it will conduct an initial set of examinations of more than 50 registered broker-dealers and registered investment advisers to collect information relating to cybersecurity. The information gathered will include details pertaining to industry’s recent experiences with cyber-security threats and the level of the industry’s preparedness for cyber-attacks, including information on cyber-security insurance.\(^4\) While currently limited to broker-dealers, it is expected that the SEC will expand its examinations to all regulated companies.\(^5\)

Additionally, the Financial Industry Regulatory Authority (FINRA) announced that part of its "examination priorities" for 2015 include hiring a team of technology savvy expert examiners who will be tasked with looking into the measures that brokerage firms have in place for securing clients' data and testing the integrity of firms' technology.\(^6\)

Regulatory pressures aside, cyber-security insurance should be getting companies’ attention because cyber-security breaches can be ex-


extremely costly. A 2013 study conducted by the Ponemon Institute, analyzing cyber-security breaches of 277 companies in nine countries over a ten month span in 2012, reported that the average cost per record for a data breach in the United States was $188, which was second highest to Germany.⁷

B. MAJOR CORPORATIONS ARE PAYING THE PRICE FOR INADEQUATE CYBER-SECURITY

A number of well-known multi-billion dollar companies have suffered major data breaches recently, resulting in hundreds of millions of dollars in losses. It is alarming how unprepared many of these companies were for cyber-attacks, highlighting the need for cyber-security insurance.

The following is a brief overview of the high-profile cyber-security breaches that have occurred in the last few years:

- In April of 2011, a cyber-security breach in Sony’s PlayStation Network cost Sony an estimated $171 million.⁸
- Between November and December 2013, Target’s computer system was hacked, and credit and debit card information was stolen, in addition to the names, mailing addresses, email addresses and phone numbers of over 40 million customers.⁹

---

⁷ Ponemon, supra note 2.
⁸ Mark Hachman, PlayStation Hack to Cost Sony $171M; Quake Costs Far Higher, PC Mag. (May 23, 2011, 4:38 PM), http://www.pcmag.com/article2/0,2817,2385790,00.asp. The cyber-attack forced Sony to shut down the network for over three weeks and they confirmed that names, addresses and credit card information belonging to more than 77 million user accounts were stolen. Liana B. Baker & Jim Finkle, Sony PlayStation Suffers Massive Data Breach, Reuters (Apr. 26, 2011, 7:36 PM), http://www.reuters.com/article/2011/04/26/us-sony-stoldendata-idUSTRE73P6WB20110426. A lawsuit was brought against Sony on April 27, 2011 in Alabama, by Kristopher Johns, a PlayStation user, on behalf of all PlayStation users, alleging Sony “failed to encrypt data and establish adequate firewalls to handle a server intrusion contingency, failed to provide prompt and adequate warnings of security breaches, and unreasonably delayed in bringing the PSN service back online.” Johns v. Sony Computer Entm't Am. LLC, No. 3:11-cvN263-EDL (N.D. Cal. Apr. 27, 2011). The complaint also alleged that Sony failed to notify members of a possible security breach and improperly stored members’ credit card information. Id. Earlier this year, the court approved a settlement granting about $15 million in compensation to affected users. Mike Futter, Court Approves Sony Settlement In 2011 PSN Data Breach Case, GameInformer (Jul. 24, 2014, 10:50 AM), http://www.gameinformer.com/b/news/archive/2014/07/23/court-approves-sony-settlement-in-2011-data-breach-case.aspx.
• In May 2014, it was first reported that eBay suffered a data breach in which identity information, including customer names, encrypted passwords, email addresses, physical addresses, phone numbers, and dates of birth for 145 million customers was exposed and stolen.10

• Home Depot announced in September 2014 the results of an investigation into a cyber-attack estimated to have put payment card information at risk for 56 million payment cards.11

• In late November 2014, Sony Pictures was hacked, exposing a huge and wide ranging amount of sensitive information.


10. Jim Finkle & Deepa Seetharaman, Cyber Thieves Took Data on 145 Million eBay Customers by Hacking 3 Corporate Employees, BUS. INSIDER (May 27, 2014, 6:02 AM), http://www.businessinsider.com/cyber-thieves-took-data-on-145-million-ebay-customers-by-hacking-3-corporate-employees-2014-5. The hacking of its customers’ accounts was not detected for over a month. Id. In July 2014, a $5 million consumer privacy law action was filed against eBay in federal court in Louisiana, alleging that the security breach was the result of eBay’s failure to properly provide cybersecurity to protect the identity information of its customers. Green v. eBay Inc., No. 2:14-cv-01688-SM-KWR (E.D. La. July 23, 2014). While the combined claims are allege massive damages, the real damages that eBay faces are reputational, including the loss of consumer confidence. The proceedings are still ongoing with eBay recently moving to dismiss the proposed class action. Jonathan Randles, eBay Says Data Breach Lawsuit Too Speculative, LAW360 (Oct. 1, 2014, 2:32 PM), http://www.law360.com/articles/583041/ebay-says-data-breach-lawsuit-too-speculative.

11. Gerry Smith, Home Depot Admits 56 Million Payment Cards At Risk After Cyber-attack, HUFF. POST (Sept. 21, 2014, 4:52 PM), http://www.huffingtonpost.com/2014/09/18/home-depot-hack_n_5845378.html. The cyber criminals used a never-before-seen custom-built malware that is believed to have gone undetected in Home Depot’s system from April to September 2014. Id. While there is no evidence that debit PIN numbers were compromised, the attack is likely the largest breach of a retailer’s computer system to date. Id.
including employee passwords, medical information, as well as movie scripts and unreleased films. These incidents highlight how even major companies are vulnerable to cyber-attack. No company can be confident that it can escape the pitfall of a large scale data breach without adequate cyber-security and the protection of cyber-security insurance.

C. Scope of Coverage for Cyber-security Incidents Under General Liability Policies & Recent Case Law

It is important for companies to ascertain to what degree their current policies provide cyber-security coverage. Insurers are becoming increasingly willing to litigate the issue of whether commercial general liability (“CGL”) policies provide insurance coverage for the theft of electronic data and harm to intangible property because the damages in such claims often do not fit cleanly into CGL policy coverage provisions.13

For instance, in the aftermath of the Sony data breach, Sony’s insurer, Zurich American Insurance Company (Zurich), filed an action for declaratory judgment in the Supreme Court of the State of New York, seeking “declaratory relief to settle important questions concerning Sony Defendants’ claims for insurance coverage relating to numerous class action lawsuits, miscellaneous claims, and potential actions …arising out of one or more of the cyber-attacks perpetrated by computer ‘hackers’ on the PlayStation Network.”14 Zurich asserted that they were not obligated to indemnify Sony under their CGL policy because the claims related to the data breach “do not allege injury of damages covered under Coverage A – Bodily Injury or Property Damage Liability or Coverage B – Personal and Advertising Injury Liability.”15 The court wound up ruling that Zurich was not required to indemnify


15. Id.
Sony under the provisions of the CGL policy.\textsuperscript{16}

There is, however, some federal case law supporting coverage for cyber-security breaches under CGL policies and under the property damage provisions of some policies. The court in \textit{Eyeblaster, Inc. v. Fed. Ins. Co.}, for instance, held that the insurer was liable for litigation costs that the insured sustained in a lawsuit brought by a computer user whose computer performance was substantially impaired due to the insured’s failure to protect against spyware.\textsuperscript{17} The court found that the impaired computer performance was covered under the General Liability policy for “loss of use of tangible property that was not physically injured,” even though the policy excluded coverage for “software, data or other information that was in electronic form.”\textsuperscript{18}

While the insurer in \textit{Eyeblaster} failed to succeed with its software/electronic damage exclusion argument, it is important to be aware of these types of exclusions in CGL policies, as they are now common.\textsuperscript{19} Provisions such as these along with the more general inapplicability of traditional CGL coverage to cyber-security breaches have given rise to a gap in coverage for cyber-risks that is only widening as businesses and individuals increasingly rely on technology.

\textbf{D. \textsc{Current General State of Cyber-security Insurance}}

As insurers are becoming increasingly reluctant to provide coverage for data breach losses under CGL policies, they are writing more and more policies specific to cyber-security, causing cyber-security insurance to become the fastest growing segment of the industry.\textsuperscript{20} However, the unpredictable probability and costs of data breaches, among other factors, make cyber-security insurance rather expensive.\textsuperscript{21} Premiums for cyber-security insurance totaled $1 billion in 2012 and $1.3 billion in 2013.\textsuperscript{22} While the cost of cyber-security insurance has just recently be-

\begin{itemize}
  \item \textsuperscript{16} Id.
  \item \textsuperscript{17} Id. at 802.
  \item \textsuperscript{18} Id. at 802.
  \item \textsuperscript{19} \textit{See}, e.g., Union Pump Co. v. Centrifugal Tech., Inc., No. 05-0287, 2009 U.S. Dist. LEXIS 86352 (W.D. La. 2009) (data breach losses not covered because electronic data losses specifically excluded from CGL policy).
  \item \textsuperscript{20} \textit{See} Thompson, supra note 1.
  \item \textsuperscript{22} Nicole Perlroth & Elizabeth A. Harris, \textit{Cyberattack Insurance a Challenge for Business, N.Y. TIMES} (Jun. 8, 2014), http://www.nytimes.com/2014/06/09/business/cyberattack-insurance-a-challenge-for-
gun to go down to some degree, many businesses still consider it to be too costly.

One of the difficulties associated with the high costs of cyber-security insurance is that it can put companies in a position where they will have to choose between spending money on cyber-security insurance or investing in technology that will improve their cyber-security. Should the insured purchase a cyber-security insurance policy that indemnifies it against state sanctions, administrative fines, property damage, business interruption, and consumer lawsuits arising from a data breach, it would have little incentive to devote sufficient resources to its information security infrastructure.

This creates something of a lose-lose-lose scenario between (a) the parties entrusting their data to an insured; (b) the insurer; and (c) the insured itself. Those whose data are at stake are more likely to suffer from inadequate protection of their information; insurers may lose money by becoming liable for unexpectedly large or frequent data breaches on those they have insured; and the insured is more likely to be hacked, which, even if monetary losses are covered, can result in long term reputational damages and internal disruption for a company.

More reasonably priced premiums can help improve the situation. Offering lower premiums for companies with better cyber-security would help incentivize companies to devote more resources to their cyber-security infrastructure. The idea is that insurers are willing to offer reduced premiums to those seeking coverage if they take steps to decrease the likelihood or extent of the insurer's liability. This type of model is common in other fields of insurance. In the context of flood insurance for instance, elevating buildings above the community's established base flood elevation will typically result in significantly lower

25. Id.
29. See Bailey, supra note 24, at 7.
flood insurance premiums for the building.\textsuperscript{30}

Differentiated premiums that correspond to the quality of the insured's information security infrastructure do exist to some degree in the cyber insurance market,\textsuperscript{31} but are not standard, resulting in an inefficient marketplace.\textsuperscript{32} The difficulty with applying a differentiated premium model to the field of cyber insurance is that it can be difficult to assess what the actual risks are for a given company.\textsuperscript{33} There is often an information asymmetry between insurer and insured because the insurer typically does not have the resources to monitor an insured's actions that may affect risks for which the insurer is liable.\textsuperscript{34} This can include “vital information regarding applications, software products installed by Internet users, and security maintenance habits, which correlate to the risk types of users.”\textsuperscript{35}

Adequately pricing premiums also requires a thorough understanding of cyber incident loss data, which is generally lacking because companies are often reluctant to make public their experiences with cybersecurity breaches.\textsuperscript{36} Many times the companies themselves are not even aware of breaches in their systems. As a result, it is difficult for insurers to know the actual frequency and extent of cyber-breaches that have taken place among potential insurance purchasers. This lack of information concerning cyber-threats makes it even more difficult for an insurer to assess the strength of a company's cyber-security infrastructure and offer correspondingly priced premiums.

More broadly, cyber-threats remain a relatively new phenomenon that is always changing.\textsuperscript{37} Even with reliable information sharing, insurers would not have all that much data to use in evaluating cyber-

\begin{itemize}
\item \textsuperscript{31} \textit{Allianz Cyber Protect}, \textit{Allianz}, http://www.agcs.allianz.com/services/financial-lines/allianz-cyber-protect/ (last visited Feb. 12, 2015).
\item \textsuperscript{33} Bailey, supra note 24, at 22-23.
\item \textsuperscript{34} Id.
\item \textsuperscript{37} See generally Michael Gervais, \textit{Cyber Attacks and the Laws of War}, 1 J.L. & Cyber Warfare 8 (2012) (discussing the challenges in categorizing various cyber-attacks under current law and determining what the nature of a given cyber-threat truly is, e.g. state actor versus non-state actor); Smith, supra note 11 (illustrating how an entirely new form of malware was used in the Home Depot breach).
\end{itemize}
risks compared to something like floods, which have been happening for considerably longer. Moreover, even the data that insurers do have could become obsolete overnight. The state of cybercrime is constantly in flux as new technologies are rapidly developing and hackers are becoming more sophisticated.  

With time more data is likely to become available for insurers to assess cyber-risk more accurately and we may see differentiated premiums become standard in the near future.  

Already technologies are being developed to help insurers become more informed about cyber risks. Yet, it remains important to be careful while navigating the cyber-security insurance market and proceed with the most up to date information as possible.

III. OBTAINING COVERAGE

A. CYBER-SECURITY THREATS/ACTORS THAT COMPANIES SHOULD UNDERSTAND

In order to obtain an appropriate cyber-security insurance policy, companies need to be aware of the actors who pose a threat to companies’ cyber capabilities as well as the tools and vectors by which these actors can effectuate cyber-attacks.

Potential threat actors include a wide variety of characters such as state actors, hacktivists, cyber terrorists, and cyber criminals. One of the many difficulties with this type of threat, however, is determining who is responsible for any given attack. Some investigations into cyber-attacks have gone on for years with little progress made on attribution. The consequences of this can be dangerous if investigators jump to conclusions, as attacks perpetrated by independent actors can be disguised so that they appear to have been perpetrated by state actors.

Employees can also be threat actors as either negligent or rogue employees. Negligent employees are one of the top causes of data breaches. Relatively simple mistakes such as sending out incorrect data...
ta, losing or inappropriately using hardware, or becoming a victim of phishing have resulted in major cyber-security breaches. \footnote{ARRAYA (Oct. 2, 2014), blog.arrayasolutions.com/?p=362.} Rogue employees can also be dangerous threat actors as they are often in a position to easily steal data and hardware, commit extortion, or sell data to a third party. \footnote{Carl Colwill, \textit{Human Factors in Information Security: The Insider Threat–Who can you Trust these Days?}, 14 INFO. SEC. TECHNICAL REP. 175, 186 (Nov. 2009).}

The tools threat actors use are diverse and not necessarily limited to cyberspace. Prominent among them are the many varieties of malware that exist and continue to be developed, including spyware (software with spying capabilities such as user activity monitoring, collecting keystrokes and data harvesting) and ransomware (software that lures its victim to a website and then locks the user’s computer until user makes a payment). \footnote{Nate Lord, \textit{Common Malware Types: Cybersecurity 101}, VERACODE (Oct. 12, 2012), https://www.veracode.com/blog/2012/10/common-malware-types-cybersecurity-101.} A common method of cyber-breach is pin skimming, in which a counterfeit card reader placed over an ATM’s card slot is used to steal personal information stored on debit card that are swiped. \footnote{Debit and Credit Card Skimming, PRIVACYSENSE, http://www.privacysense.net/debit-and-credit-card-skimming/ (last visited Nov. 7, 2014).} Breaches can also take place by less technological means through social engineering (also referred to as phishing, whaling, pretexting, or baiting). With these methods, threat actors manipulate individuals with access to a targeted system into performing actions or divulging confidential information. \footnote{Linda Criddle, \textit{What Is Social Engineering?}, WEBROOT http://www.webroot.com/us/en/home/resources/tips/online-shopping-banking/secure-what-is-social-engineering (last visited Nov. 7, 2014).}

Some other types of malware are Trojan horses (malware that disguises itself as a normal file or program to trick users into downloading and installing malware, often allowing remote access to the infected computer), viruses (malware that is capable of copying itself and spreading to other computers in order to steal information, harm host computers and networks, create botnets, steal money, render advertisements, etc.), rootkits (malware designed to remotely access or control a computer without being detected by users or security programs), and worms (which can be thought of as a type of virus with the ability to self-replicate and spread independently that typically causes harm to host networks by consuming bandwidth and overloading web servers). \footnote{Fraudster attempting to gain access to a debit account will also need the PIN number, which is obtained either through someone “shoulder surfing” to observe the code as it is entered by the cardholder or through the use of hidden cameras. Id. Skimming devices are readily available on the Internet from websites such as eBay for as little as $50. Id. These devices are usually disguised under the name of a “card reader” because they can also serve legitimate purposes. Id.}
Threat vectors are the paths used by the threat actor to infiltrate companies’ data systems. They include supply chain vulnerabilities, wireless access points, and removable media. The scope and quantity of threat vectors is increasing as more and more companies are instituting Bring Your Own Device (BYOD) policies in which employees can access company data via mobile devices. It is crucial to exercise caution in implementing BYOD policies and it is recommended that such policies require employees to install malware detection software on their mobile devices.

Understanding how threat actors can penetrate a company’s information security system is crucial to assessing where a company’s cyber vulnerabilities lie and obtaining the appropriate cyber-security coverage.

B. TYPES OF COVERAGE

At this point, virtually all of the major insurers offer cyber-security insurance including, among others, Marsh McLennan, Allianze.
AIG, Apogee Insurance Group, AXA, Howden Broking Group, and Chubb. Cyber-security insurance can come in many forms.

The various types of coverage offered under cyber-security insurance policies include coverage for:

- Data breach/privacy crisis management: expenses related to the management of a cyber-security incident, including the investigation, remediation, data subject notification, call management, credit checking for data subjects, legal costs, court attendance and regulatory fines.
- Business/Network Interruption: loss of net profit that was caused by a material interruption to the insured's network, due to a cyber-attack or a network security breach.
- Multimedia/Media liability: third-party damages which can include defacement of a website, infringement of intellectual property rights or negligence relating to electronic content.
- Extortion liability: losses due to a threat of extortion and professional fees related to terminating an external threat.
- Network security liability: third-party damages resulting from denial of access to a system, costs related to data stored with third-party suppliers and costs related to the theft of data on third-party systems.
- Reputational Injury: third-party damages from disparagement or privacy violations caused by breach of the insured's system.
- Conduit Injury: damages to customers' systems affected by breach of the insured's system.
- Disclosure Injury: damages to individuals caused by the unauthorized access of their private information held on the

58. Cyber SPHERE and Cyber@Risk: Protecting Businesses Against Cyber Risks, Corporate SOLUTIONS, http://www.axa-corporatesolutions.com/Cyber-risks-wake-up-call-for.html?lang=fr (last visited Nov. 7, 2014) (“Combining technical vulnerabilities analysis and the management of cyber risks within a single approach, Cyber@Risk allows risk managers and cyber security managers to visualize the levels of exposure and set mitigation priorities.”).
insured’s system.

Most major insurers even offer special cyber-security products to cater to a company’s specific cyber-security needs.61 For example, AIG offers cyber-security insurance through a product called Cyber Edge. Cyber Edge offers coverage for data liability, which includes personal data, corporate data, outsourcing and network security with optional coverage for Business/Network Interruption, Multimedia Liability, and Cyber/Privacy Extortion.62 The product additionally offers crisis management for a data breach, including public relations advice, and has a response team available 24/7 in the event of a cyber-security breach.63 Following the occurrence of a security breach or data leak, Cyber Edge will provide data restoration, recollection and recreation services.64

IV. CONCLUSION

Obtaining cyber-security insurance coverage is an important part of a company’s overall cyber-security plan and companies should consult with legal counsel to most effectively meet their overall goals. While cyber-security policies currently available may be expensive and limited to some degree, numerous coverage options remain accessible. In obtaining a suitable cyber-security insurance policy, it is important for a company to understand many important factors including the language of their current policies, the current state of the market, relevant risks which need to be insured, and the types of coverage available.

An experienced attorney in the cyber-security field can help guide a global company in navigating the broad options for cyber-security policies available and obtain a policy that addresses the company’s risks and needs.

61. See supra notes 53-59.
62. AIG, supra note 56.
63. Id.
64. Id.