
Connie Barba

Follow this and additional works at: http://repository.jmls.edu/lawreview

Part of the Business Organizations Law Commons, Constitutional Law Commons, Labor and Employment Law Commons, and the Privacy Law Commons

Recommended Citation


http://repository.jmls.edu/lawreview/vol21/iss4/13

This Comments is brought to you for free and open access by The John Marshall Institutional Repository. It has been accepted for inclusion in The John Marshall Law Review by an authorized administrator of The John Marshall Institutional Repository.
“THAT’S NO ‘BEEP’, THAT’S MY BOSS:”
CONGRESS SEEKS TO DISCONNECT THE
SECRET OF TELEPHONE MONITORING
IN THE WORKPLACE

I worked as a reservation agent on the night shift for two years. During that time, I received many incentive prizes and awards. Naturally, I was alarmed when my supervisors started harassing me for little things: time spent in the bathroom, saying “OK” instead of “all right” to customers, and even my posture at the terminal became unacceptable. For these minor problems, the supervisors were taking major points from my productivity index. After investigating, I discovered that my supervisors secretly listened to personal conversations that were picked up by the mouthpiece on my headset. I knew we had spoken of getting day jobs and had talked about the Communication Workers of America. I was shocked to think that the super-

1. The speaker is a hypothetical person with a composite personality based on interviews with reservation agents employed by The Holiday Corporation.
2. In order for the reader to understand and empathize with the plight of the workers addressed in this comment, it is helpful to become familiar with industry jargon and the mechanics of the work. A “reservation agent” is a computer operator who enters reservations for tickets, hotel rooms, etc., for telephone customers. He typically wears a headset consisting of an earphone and a straw-like mouthpiece. A cord connects the headset to a phone console that can be plugged in and, when the employer permits it, unplugged.

The reservation agent cannot dial out, but calls come to him via a computerized routing system that distributes phone customers more or less equally among “available” agents. An “available” agent is one who is plugged in but not serving a customer at the time. Consequently, an agent has no control over the amount of calls he receives, although he can take himself “off available” by simply pressing a button.

Employers in this telephone service field generally do not allow an employee to go “off available” or unplugged during unspecified times because it throws off computerized “work monitoring.” “Work monitoring” is the collection of work performance information. U.S. CONGRESS, OFF. OF TECH. ASSESSMENT, THE ELECTRONIC SUPERVISOR: NEW TECHNOLOGY, NEW TENSIONS 27 n.2, (1987) [hereinafter "OTA REPORT"]. To keep productivity data accurate, a supervisor, alerted by an electronic signal that an agent is “off available” will reprimand the employee through the employee’s headset. Nichols, When Measurement Goes Too Far, INCENTIVE MARKETING 27, 30 (Dec. 1987).

See also infra note 85 for a discussion of the Office of Technology Assessment, a valuable source of information that directly coincides with current legislation on technology-related topics.

3. A “productivity index” is a computer-generated measurement that analyzes an employee’s performance using several factors. These factors include the time an agent is on and off “available,” the number of calls the agent takes per minute, the sales per minute, and the value of those sales. Bonuses, raises, and promotions are almost completely based on the worker’s productivity index.

4. The mouthpiece picks up everything a worker says on a customer call with amazing clarity, but it also allows a supervisor to listen to an agent when the agent is off “available” yet still plugged into the console.

5. The Communication Workers of America (“CWA”) is a labor union for work-
visors could use my personal conversations to hurt my performance record. Soon, I felt I was being watched all the time. My feelings of anger, frustration, and paranoia were so strong that I finally quit my job to save my sanity. It is hard to believe that this “spying” is allowed to happen.

I. INTRODUCTION

Secret telephone monitoring is a common practice. Most Americans, however, are unaware of its existence. Approximately 14,000 employers secretly eavesdrop on their employees’ telephone calls. This practice affects 15 million American workers and over 400 million telephone calls annually. The surreptitious nature of telephone monitoring brings managerial rights into conflict with employee privacy rights. Nevertheless, employer monitoring is legal through a loophole in the federal wiretapping laws. The laws allow employers to secretly intercept their employees’ wire communication so long as the interception occurs within the ordinary
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course of the employer's business. To plug the loophole, Representative Don Edwards of California and Senator Paul Simon of Illinois introduced House Bill 1950 and Senate Bill 1124, respectively, in May of 1987, to regulate telephone monitoring in the workplace. The legislation requires a repeating audible signal to sound (a "beep," hence the nickname, "beep bill") whenever an employer is monitoring an employee's telephone conversation. Consequently, the passage of the bill will simply eliminate the secrecy of telephone monitoring, while still allowing employers to evaluate their employees.

To illustrate the benefits of the "beep bill," this comment will first address the issues of privacy in the workplace. Second, this comment will present a background on telephone monitoring, defining it and setting forth the current legislative proposals. Next, this comment will analyze the elements of the "beep bill" and discuss arguments for and against its enactment. Finally, this comment recommends passage of the bill.

II. PRIVACY IN THE WORKPLACE

The general right to privacy, recognized since the late 1800s as the "right to be left alone," emanates from different sources. These

Id.

17. Id. § 2510(5)(a)(i). This section states:
"[E]lectronic, mechanical, or other device" means any device or apparatus which can be used to intercept a wire, oral, or electronic communication other than . . . any telephone or telegraph instrument, equipment or facility, or any component thereof . . . furnished to the subscriber in the ordinary course of its business or furnished by such subscriber or user for connection to the facilities of such service and used in the ordinary course of its business . . .

Id. Not surprisingly, courts have found it difficult to interpret this statute. See infra notes 67-69 and accompanying text for one court's interpretation of this section in a telephone monitoring case.

18. H.R. 1950, 100th Cong., 1st Sess. (1987). The bill was introduced to amend Title 18 of the United States Code and requires that telephone monitoring by employers be accompanied by a regular audible warning tone. Id.


21. Id. at 25.

22. The type of evaluation referred to throughout this comment is electronic monitoring. Electronic monitoring is "the computerized collection, storage, analysis, and reporting of information about employees' productive activities." OTA REPORT, supra note 2, at 27. This type of monitoring is done through the use of computers and telecommunication equipment. Id. The office conditions that are most favorable to the electronic monitoring technique feature a large volume of work that is routine and continuous and an ample, low-skilled labor supply in an industry with a high tolerance for turnover. Id. (Table 2).


24. Id. at 389. Justice Brandeis called the right to privacy "the right to be left
sources include the United States Constitution, the common law, and state and federal statutes. Because the concept depends on how much privacy an employee can reasonably expect, the definition of privacy in the workplace is vague, at best. Each source, as


27. OTA REPORT, supra note 2, at 18-20. Although, according to the OTA Report, employees are beginning to feel a right to privacy, there are some members of Congress that still do not see privacy as a significant issue in the workplace. For example, Representative Harris Fawell (13th District, Illinois) recently wrote:

[ Proponents of [H.R. 1950] state that employees have a right to privacy and should know when telephone conversations are being monitored. Privacy, however, has not historically been a significant legal issue in the work relationship between employee and employer for several reasons. First, work is generally done on the employer’s premises. Second, activities are often done in the open in group or semi-private situations. Finally, supervision is a normal part of the employee/employer relationship.

Letter from U.S. Representative Harris Fawell to Connie Barba (February 1, 1988) (discussing Rep. Fawell’s views on the federal “beep bill”) [hereinafter “Fawell letter”].


Recently, the issue of workplace privacy has surfaced in the area of drug testing. See, e.g., Bishop, Drug Testing Comes to Work, Cal. L. 29 (April 1986) (privacy arguments for and against drug testing in the workplace); Hartstein, Drug-Testing in the Workplace: A Primer for Employers, 12 Employee Rel. L.J. 577 (1986-87) (informational employers about the types of drugs that are abused, what tests are available, and guidelines on what to do with test results); McGovern, Employee Drug Testing Legislation: Redrawing the Battlegrounds in the War on Drugs, 39 Stan. L. Rev. 1453 (1987) (detailed look at current state law on drug tests in the workplace); Miller, Mandatory Urinalysis Testing and the Privacy Rights of Subject Employees: Toward a General Rule of Legality Under the Fourth Amendment, 46 U. Pa. L. Rev. 297 (1988) (discusses differences in privacy protections for public and private employ-
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Also, because of the recent concern over the acquired immune deficiency syndrome ("AIDS") epidemic, employers' testing for AIDS and other conditions have also brought up privacy issues. See generally, Rothstein, *Medical Screening of Workers: Genetics, AIDS and Beyond*, 2 LAB. LAW. 675 (1982).

28. OTA REPORT, supra note 2, at 101. Workplace privacy issues apply to public (government) employees and private employees differently. Id. at 102. The United States Constitution and the civil service system protect the public employee against privacy invasions and other unjust practices at the workplace. W. OUTTEN, *The Rights of Employees* 27 (1983) [hereinafter OUTTEN]. In addition, sometimes union contracts protect government employees. Id. Generally, before the government can terminate an employee, the government must show "just cause." Id.

On the other hand, unless a union contract specifically protects them, most private employees have little defense against unfair employer practices. Id. at 28. This is because the employment at will doctrine assumes that the worker is on equal footing with his boss. Id. Under this doctrine, the employee is presumed to be free to contract with the employer of his choice and employers are free to hire or fire whomever they please. Id. at 29. Recently, however, it has become obvious that an employee suffers financial and emotional loss when he is forced to change jobs. Id. Outten suggests that the few possible protections for the private employee fall under the following categories:

- anti-discrimination laws (federal and state prohibitions on discipline of discharge based on race, sex, religion, age, etc.);
- anti-retaliation laws (federal and state prohibitions on retaliation against employees for certain protected activities, such as union activity and reporting job safety violations) [also known as "whistle-blowing statutes"];  
- collective bargaining agreements (union contracts containing good cause and due process provisions — applicable to only about 25 percent of American workers);
- individual employment contracts (relatively rare, except for high-level employees);
of privacy an employee can legally expect.

Although not expressed in the Constitution, the United States Supreme Court has construed the document to include the right to privacy.30 Essentially, this construction protects an individual against a governmental invasion of privacy.30 Thus, in a workplace setting, an employee can only bring a constitutional claim of privacy invasion against his employer if the employer is the government, or at least a "state actor."31

Unlike the public employee, however, an employee in the private sector has to rely on statutes or the common law of torts, to bring an invasion of privacy claim. Tortious invasion of privacy applies narrowly in the employer-employee relationship.32 Because the right to privacy in the workplace is not firmly established,33 these
suits are often unsuccessful.\textsuperscript{34}

Typically, a lawsuit for invasion of privacy in the workplace involves two separate actions. The first is based on the tort of "intrusion into seclusion"\textsuperscript{35} ("intrusion"). In the workplace context, the tort of intrusion pertains to the method an employer uses to collect employee information.\textsuperscript{36} The second is based on the tort of "public disclosure of private facts"\textsuperscript{37} ("disclosure"). The tort of disclosure refers to employer dissemination of information once he collects it. Both torts take into consideration an employee's expectation of privacy in the workplace.

One such expectation is that employees presume that their personal information will remain private.\textsuperscript{38} In recent years, legislatures have regulated how employers use and disclose employee data.\textsuperscript{39} For tested on two fronts: by the drive toward higher productivity, which encourages employers to use electronic monitoring, and current social concerns, such as drug abuse, that encourage employers to gather more and better information about the people they hire. Although employees are now beginning to feel a right to privacy in the workplace, these pressures to gather information, along with availability of the technological means to collect that information, may weaken the development of this emerging right.

Id.

34. See Briggs v. American Air Filter Co., Inc., 630 F.2d 414 (5th Cir. 1980) (employer not liable for invasion of privacy after using extension phone to eavesdrop on employee suspected of talking with competitor because employer's action fell within "ordinary course of business" clause of the federal wiretapping laws); James v. Newspaper Agency Corp., 591 F.2d 579 (10th Cir. 1979) (employer not liable for invasion of privacy because employee knew that the office telephone system was equipped with monitoring system); Jandak v. Village of Brookfield, 520 F. Supp. 815 (N.D. Ill. 1981) (employer not liable for invasion of privacy even though employee mistakenly thought he was using phone not connected to office monitoring system); United States v. Christman, 375 F. Supp. 1354 (N.D. Cal. 1974) (employer not guilty of unlawful interception of employee telephone calls when employee was suspected of using shoe department's phone for solicitation of prostitution and other misbehavior).

35. \textit{Restatement (Second) of Torts} § 652(b) (1977). According to the \textit{Restatement}, "One who intentionally intrudes, physically or otherwise, upon the solitude or seclusion of another or his private affairs or concerns, is subject to liability to the other for invasion of his privacy, if the intrusion would be highly offensive to a reasonable person." \textit{Id.}

36. \textit{OTA Report}, \textit{supra} note 2, at 7. One of the findings of the OTA Report is as follows:

Computer technology makes possible the continuous collection and analysis of management information about work performance and equipment use. This information is useful to managers in managing resources, planning workloads, and reducing costs. When it is applied to individual employees, however, the intensity and continuousness of computer-based monitoring raises questions about privacy, fairness, and quality of worklife.

\textit{Id.}

37. \textit{Restatement (Second) of Torts} § 652(d) (1977). According to the \textit{Restatement}, "One who gives publicity to a matter concerning the private life of another is subject to liability to the other for invasion of his privacy, if the matter publicized is a kind that (a) would be highly offensive to a reasonable person, and (b) is not of legitimate concern to the public." \textit{Id.}

38. Barnes, \textit{supra} note 26, at 839.

the most part, this legislation has been an effective protection against the tort of disclosure. Since monitoring is a method of collecting employee data, however, it usually spawns intrusion rather than disclosure questions. Thus, in each case, one must ascertain whether an employer's monitoring of his employee's telephone calls constitutes an intrusion into the employee's privacy.

In the past, an employer committed the tort of intrusion if he conducted an unreasonable surveillance of the employee or pried unnecessarily into an employee's private affairs, so as to cause the employee "mental suffering, shame or humiliation to a person of ordinary sensibilities." On this premise, an employee could recover damages for invasion of privacy but on an "emotional distress" theory. Because courts have not clearly defined a remedy, or even a cause of action for a private employer's invasion of his employee's privacy rights, courts use the reasonable person/outrageous conduct standard similar to that used in emotional distress cases. Thus, in order for an employee to recover in an intrusion case, the employer's action must be outrageous and the employee's distress must be severe. All the while, the outrageousness and severity must conform to the reasonable person standard.


40. EEO, supra note 25, at 479 (citing RESTATEMENT (SECOND) OF TORTS §528 (1977)).

41. Id.

42. W. PROSSER, LAW OF TORTS 49-62 (1971) [hereinafter PROSSER]. Prosser refers to the tort as the "infliction of mental distress." Id.


44. Bodewig, 54 Or. App. at 485, 635 P.2d at 661. In Bodewig, the Oregon Court of Appeals found that the plaintiff, the defendant's employee, could recover for her emotional distress after her manager subjected her to a strip search in the employee lounge to recover a customer's missing money. The manager also offered the customer the chance to view the search. Id. Although the customer declined the opportunity, the court called the conduct of the manager "beyond the limits of social toleration and reckless of the conduct's predictable effects on plaintiff." Id. For further discussion of what constitutes outrageous conduct, see PROSSER, supra note 42, at 55-60.

45. Bodewig, 54 Or. App. at 486, 635 P.2d at 662. Although the defendant's conduct in Bodewig may have lacked a wrongful purpose, the Bodewig court explained that there is a special relationship between an employer and an employee. Id. at 486, 635 P.2d at 662. The court stated that the employer has a position of authority over the employee and has a duty not to abuse that authority. Id. Accordingly, the court ruled that the manager's intrusion into the plaintiff's privacy was outrageous enough to be humiliating to any reasonable person and thus provided the plaintiff with a basis of recovery for the invasion of her privacy. Id. at 486, 635 P.2d at 662.
Although the tort of intrusion has been extended to some instances of wiretapping\(^{46}\) and interception of written communications,\(^{47}\) courts have been reluctant to allow a plaintiff recovery for workplace privacy invasions arising out of polygraph,\(^{48}\) drug,\(^{49}\) and medical testing.\(^{50}\) Nevertheless, because of rapidly advancing technology and the trend toward total office automation,\(^{51}\) it is the concept of intrusion that presents the newest challenges to privacy in the workplace today.

III. The Legality of Telephone Monitoring in the Workplace

There are many ways of accumulating employee data. Collectively, the methods come under the heading of "work measurement."\(^{52}\) "Work measurement" refers to "the whole process of developing procedures and standards for job performance, collecting data on actual performance and comparing actual performance to standards."\(^{53}\) One part of work measurement is work monitoring. "Work monitoring" refers only "to collection of information about actual performance,"\(^{54}\) and encompasses the new field of electronic monitoring achieved through the use of computers and telecommunication.

---


47. See, e.g., Vernars v. Young, 539 F.2d 966 (3rd Cir. 1976).


50. See generally Rothstein, Medical Screening of Workers: Genetics, AIDS, and Beyond, 2 Lab. Law 675 (1985).


52. OTA Report, supra note 2, at 27 n.2.

53. Id. The report further states:

Work measurement systems usually do four things. First, they set standards for the time it should take to produce certain units of work. Second, they monitor the actual time its takes to produce each unit of work. Third, they analyze the variance of the actual time from the standard. And finally, they provide data for use in planning, cost estimates, and productivity improvement.

Id. at 27.

54. Id. Some types of monitoring, however, seem to monitor the worker rather than the work. Id. at 13. The OTA prepared the following chart to illustrate the range of monitoring techniques that raise privacy and civil liberty issues in the workplace:
Through work monitoring, an employer can collect two types of information. The first type, substantive information, consists of the "content[s] or meaning[s] of the communications" themselves. The second type, transactional information, "reveals facts about [the] communications." Both types of information, if misused by the monitoring employer, can result in an invasion of an employee's privacy.


55. Id. at 23 n.24.
56. Id. Transactional information counts such things as an employee's number of keystrokes per transaction, time spent in the bathroom, length of breaks, etc. Id. at 22. The legislature has never addressed transactional privacy. Id. The OTA suggests that Congress may want to act on this subject because it is becoming a matter of increasing concern. Id.
Typically, a monitored employee is unaware that an employer is listening in on the telephone call. Due to advanced technology, the employee will not notice a change in volume or background noise, nor will he even hear a "click" when the employer intrudes into the call.\textsuperscript{57} Although the employee is aware of office monitoring capabilities, he does not know when or even if he will be monitored that day. Thus, an employee subject to secret telephone monitoring is constantly nervous, insecure and anxious.\textsuperscript{58} In spite of this, employees currently have no legal recourse against these privacy invasions and case law is sparse due to lack of legislation.\textsuperscript{59}

Nevertheless, Congress has yet to address the important issue of monitoring as it relates to privacy and quality of work life. Unlike the United States, other countries\textsuperscript{60} have enacted legislation concerning electronic monitoring, privacy and quality of life in the workplace. Their laws emphasize employee participation in using, implementing and devising new technology for work measurement procedures. Pursuant to foreign legislation, the United States should enact guidelines to insure the "rights to health, safety, privacy,

\begin{itemize}
\item The monitored employee never knows when a supervisor is listening. The operator will only know, for example, that the day before on call \#432 she displayed poor "voice impression." Testimony of Morton Bahr, President of the Communication Workers of America Before the House Judiciary Subcommittee on Courts, Civil Liberties and Administration of Justice, July 15, 1987, at 2 [hereinafter "Bahr testimony"].
\item One telephone repair service agent (who wished anonymity) stated: They use monitoring to see if they can find something to charge against you. I find it to be dehumanizing, demeaning, unhealthy and disgusting . . . . All in our department feel as though we are in prison and we are regarded as nothing more than criminals that must be guarded and monitored on constantly as though we could not function on our own. We are all adults, but we are made to feel like naughty little children . . . . [All I long for is the day I can retire . . . .
\end{itemize}

Letter from a Louisiana Repair Service Attendant to the Communications Workers of America (no date available) (from an unpublished compilation of similar letters entitled, "Additional Comments from CWA Members").

\begin{itemize}
\item The OTA suggests that the reason Congress has not acted so far is because they are waiting to take their cue from the judiciary. \textit{Id.} The problem is that there just have not been that many cases on invasion of workplace privacy through telephone monitoring. \textit{Id.} The reason there have not been any cases is because there is no legal basis for a plaintiff's claim because Congress has not yet acted. \textit{Id.} Congress should pass the "beep bill" to break this impasse between the legislature and the judiciary. Although it does not address electronic monitoring, Congress did, however, pass the Electronic Communications Privacy Act of 1986. Like the "beep bill," it also amends Title 18 of the U.S. Code. While it extends some privacy rights, it is not without problems. Corn, \textit{Danger at the Gates}, 15 \textit{STUDENT LAW.} at 10 (Mar. 1987).
\item West Germany, Norway, Sweden, Canada, and Japan have enacted legislation to regulate monitoring. \textit{Id.} at 123-25. The following table shows at a glance some European countries that have enacted such legislation:
\end{itemize}
constitutional protections... that employees can expect to enjoy in the workplace. Historically, however, legislation in this specific area has been unsuccessful and short-lived.

For example, in the early 1980's, West Virginia had a law similar to the "beep bill." The telephone company threatened not to locate a major manufacturing facility there unless the law was repealed. Due to a poor economic climate and a high unemployment

<table>
<thead>
<tr>
<th>Country</th>
<th>Information provision</th>
<th>Work representation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Federal Republic of Germany</td>
<td>Works Constitution Act of 1972&lt;sup&gt;a&lt;/sup&gt;</td>
<td>Works Constitution Act of 1972</td>
</tr>
<tr>
<td>The Netherlands</td>
<td>Works Council Act of 1979&lt;sup&gt;a&lt;/sup&gt;</td>
<td>Works Council Act of 1979</td>
</tr>
<tr>
<td>United Kingdom</td>
<td>Employment Protection Act of 1975&lt;sup&gt;b&lt;/sup&gt;</td>
<td>Employment Protection Act of 1975</td>
</tr>
<tr>
<td>France</td>
<td>Act No. 82-915 of 28 October 1982</td>
<td>Act No. 82-689 of 4 August 1982</td>
</tr>
<tr>
<td>Sweden</td>
<td>Act Representing Co-Determination of Work of 1976&lt;sup&gt;b&lt;/sup&gt;</td>
<td>Act Representing Co-Determination of Work of 1976</td>
</tr>
</tbody>
</table>

<sup>a</sup>Information is provided to a Work Council which can be a cross-section of all interested parties including government, industry, and labor.

<sup>b</sup>Information is provided to the worker or worker representative.


Id. at 122. In addition, West German, Norwegian, and Canadian labor contracts often include clauses against the use of secret electronic monitoring. Id. at 123-24.

Furthermore, individual work monitoring is not an issue in Japan. Id. at 124. The goal of the Japanese workplace is to strengthen production as a team. Id. at 125. Contrary to American office workers, individual workers in Japan are not pressured to compete against a group. Id. at 124-125. Employers monitor Japanese worker however, to make sure they do not harm themselves by working too hard. Id. at 125. As a result of finding repetitive strain injuries among groups of keypunch operators, the Japanese Ministry of Labor issued keystroke maximum guidelines. Id. Workers were then monitored to enforce these standards. Id. For examples of foreign privacy legislation in general, see Soma, COMPUTER TECHNOLOGY AND THE LAW § 6.11 (1983) (1987 Supplement).

61. OTA REPORT, supra note 2, at 22.

62. Blodgett, supra note 20, at 25. Both West Virginia and California passed legislation similar to the "beep bill." Id. West Virginia's statute was later repealed and California's law was vetoed by the Governor. OTA REPORT, supra note 2, at 47. Although New York has attempted to pass similar legislation, it also has been unsuccessful. Telephone interview with Leslie Lobel, Legislative Representative of the Communication Workers of America (January 28, 1988). A similar bill was also defeated in New Hampshire. Daily Lab. Rep., February 3, 1988, at A-7.

63. The West Virginia Statute reads:

§ 61-3-24c. Intercepting or monitoring customer telephone calls; penalty.

(a) It is unlawful for any person, firm or corporation to intercept or monitor, the transmission of a message, signal or other communication by telephone between an employee or similar agent of such person, firm or corporation and a customer of such person, firm, or corporation unless such person, firm or corporation does all of the following:

(1) Clearly marks each telephone instrument... from which any such communication may be intercepted or in any way monitor[ed]...
rate, West Virginia was forced to abandon the statute in order to create jobs for its citizens. Consequently, at the state level, workers remain unprotected against secret telephone monitoring and continue to work under adverse conditions.

Similarly, monitored workers have no remedy at the federal level as of yet. Although some laws have been passed to protect workers from disclosure, no laws have been enacted to prevent a private employee from intrusion. Because there is no legal protection for a claim against unfair monitoring practices, most employees' suits against their employers have been fruitless. In Briggs v. American Air Filter, the United States Court of Appeals for the fifth Circuit found for the defendant, who secretly monitored the plaintiff's telephone conversations on the job. The court ruled that the defendant was allowed to do so because the defendant's act of monitoring was done "in the ordinary course of business." The court stated that the defendant's act was in the ordinary course of business for two reasons. First, the court found that defendant's

(2) Throughout the period of each such interception or monitoring . . . utilizes an automated tone warning device that produces a distinct warning signal or beep tone, which signal or tone is clearly audible to each party to the communication or by other audible means clearly indicates that such message, signal or other communication is being monitored or intercepted.

Any person . . . violating the provisions of this section is guilty of a misdemeanor, and, upon conviction thereof, shall be fined not less than two hundred dollars, or imprisoned in the county jail not more than one year, or both fined and imprisoned.


64. Bahr testimony, supra note 57, at 6.

65. Barnes & Palmer, supra note 26, at 839-41. In addition, the Federal Privacy Act of 1974 was enacted to protect employees against invasions of information privacy by the government. EEO, supra note 25, at 498. The declining proportion of the labor force represented by unions is one factor influencing the move toward legislative solutions to worker and workplace problems. OTA REPORT, supra note 2, at 20.

66. See supra note 34 and accompanying text for examples of cases where courts found no privacy rights in employee telephone conversations.

67. 630 F.2d 414 (5th Cir. 1980).

68. Id. at 417. Until this time, courts had not clearly interpreted the "ordinary course of business" (business extension exemption) Id. at 415. The court stated in Briggs:

We might wish we had planted a powerful electronic bug in a Congressional antechamber to garner every clue concerning Title III, for we are once again faced with the troublesome task of an interstitial interpretation of an amorphous Congressional enactment. Even a clear bright beam of statutory language can be obscured by the mirror of Congressional intent. Here, we must divine the will of Congress when all recorded signs point to less than full reflection. But, alas, we lack any sophisticated sensor of Congressional whispers, and are remitted to our more primitive tools. With them, we can only hope to measure Congress' general clime. So we engage our wind vane and barometer and seek to measure the direction of the Congressional vapors and the pressures fomenting them. Our search for lightning bolts of comprehension traverses a fog of inclusions and exclusions which obscures both the parties' burdens and the ultimate goal.

Id.
manager, who monitored the plaintiff, was authorized to use the company's telephone for such purposes. Second, since the manager had reason to believe that the plaintiff may have been giving away confidential business information, the manager's decision to monitor the plaintiff was justified.9

The phrase "in the ordinary course of business" comes from The Federal Omnibus Crime Control and Safe Streets Act of 1968, Title III76 (the "Act"), which deals with the criminal acts of wiretapping and eavesdropping. The Act states that anyone who intercepts a wire communication will be fined, imprisoned, or both.71 The Act defines "intercept" as "the aural or other acquisition of the contents of any wire, electronic, or oral communication through the use of any electronic, mechanical, or other device."72 A telephone conversation is a wire communication under the Act.73 Thus, after reading the statute, one would expect an employer's interception of employee telephone calls to be a crime under the Act.

Nevertheless, it is not a crime under the Act for an employer to randomly and secretly monitor an employee's telephone conversation "in the ordinary course of business" for the purpose of mechanical or service quality checks.74 "In the ordinary course of business" ("the business extension exemption"),76 is a powerful species of the defense of "privilege."78 Even though the Act was designed to prevent invasions of privacy and to provide remedies for privacy invasions when they do occur,77 courts have ruled that the business extension exemption also allows an employer to listen in on an employee's personal telephone calls.78 The business extension ex-

69. Id. at 420.
71. Id. § 2511. The Act states in part that "any person who intentionally intercepts, endeavors to intercept, or procures any other person to intercept or endeavor to intercept, any wire, oral, or electronic communication . . . shall be fined not more than $10,000 or imprisoned not more than five years or both." Id.
72. Id. § 2510(4).
73. See supra notes 16-17 for the language of the Act.
74. 18 U.S.C.A § 2510(5)(a)(i). For example, telephone companies are allowed to secretly monitor calls to protect themselves from fraud or to ensure that their equipment is working properly. See Simmons v. South West Bell Tel. Co., 452 F. Supp. 392 (D.C. Okla. 1978); Sistok v. North West Tel. Sys., Inc., 189 Mont. 82, 615 P.2d 176 (1980).
77. Zweibon v. Mitchell, 606 F.2d 1172 (1979); United States v. Clemente, 482 F. Supp. 102 (D.C.N.Y. 1979). In Zweibon, the court stated that the Act has two purposes. The first purpose is to "prevent or deter improper invasions of privacy." The second purpose is to "provide compensation when such invasions occur." Zweibon, 606 F.2d at 1182.
78. Watkins v. L.M. Berry & Co., 704 F.2d 577 (11th Cir. 1983). In this tele-
emptions, then, is the loophole that allows unscrupulous employers to circumvent the purpose of the Act and invade an employee's privacy. Passage of the "beep bill" would abolish this loophole because it would eliminate the secrecy of telephone monitoring, along with the employer's unfair advantage over his employees.

IV. THE "BEEP BILL"

The "beep bill" was introduced to amend section 2511 of the Act. Under the bill, any employer who secretly listens in on an employee's phone conversation will be liable to that employee for damages. The damages provision serves the purpose of the Act as an effective deterrent to privacy invasion in the workplace. When the "beep bill" is passed, employers will be reluctant to secretly intrude upon an employee's telephone privacy under threat of heavy fine.

phone monitoring case, the defendant company monitored the plaintiff's personal telephone call, discovered that she was going to interview for a job with another company and, based on that information, fired her. Id. at 579. After the district court granted summary judgment in favor of the defendant, the plaintiff appealed to the United States Court of Appeals for the Eleventh Circuit. Id. On appeal, the court held that the plaintiff's supervisor could monitor the plaintiff's phone call only long enough to determine whether it was business or personal in nature. Id. at 582-84. The court also found that the district court failed to address many fact questions which precluded a finding of summary judgment. Id. at 585. Some questions for the trial court to consider were:

- What was the monitoring policy to which [the plaintiff] consented?
- Did [the supervisor] know that [the plaintiff] had received the call and if so did that necessarily indicate a personal call?
- How long was the call?
- When was the interview discussed?
- Were other subjects discussed?
- For how long did [the supervisor] listen?
- How long does it take to discover that a call is personal, for example, is there an immediately recognizable pattern to a sales call?

Id.

79. H.R. 1950, 100th Cong., 1st Sess. (1987); S. 1124, 100th Cong., 1st Sess. (1987). The language of the bill is as follows:

4 Notwithstanding any other provision of this chapter, it shall be unlawful for an employer (or an agent of an employer) to listen in on an employee's work phone call unless a repeating audible tone is utilized to warn parties to the call. Any person whose call is listened in on in violation of this subsection may recover civil damages as provided in section 2520 for an interception of communications in violation of this chapter.

Id.

80. The Act states that:

[A]ppropriate relief includes such preliminary and other equitable or declaratory relief as may be appropriate, . . . damages . . . and punitive damages in appropriate cases . . . and . . . a reasonable attorney's fee and other litigation costs reasonably incurred . . .

[T]he court may assess as damages whichever is the greater of . . . the sum of the actual damages suffered by the plaintiff and any profits made by the violator as a result of the violation . . . or . . . statutory damages of whichever is the greater of $100 a day for each day of violation or $10,000.

18 U.S.C.A. § 2520(b), (c)(2).
Consequently, the bill and its provisions for damages gives the bill's proponents a legal basis for a workplace privacy claim. They maintain that the "beep" amendment is necessary for two reasons. First, the constant threat that someone may be listening "erodes workers' dignity," causing them severe stress and stress-related illnesses. This contributes to the further erosion of the quality of work life. Second, the bill's passage will ensure the recognition and protection of employees' rights to privacy.

With the advent of total office automation, the quality of work life is a growing major concern of experts who study employment trends. It is a complex issue comprised of many factors which

82. OTA REPORT, supra note 2, at 27. When a person's job is electronically monitored, there is no time for social interaction with fellow workers, job satisfaction is low and the stress-related illnesses are the inevitable result. Id. Recently, in California, a judge awarded an airline reservation agent disability payments. The judge found that her stress-related jaw spasms, headaches, chronic fatigue, and insomnia were the result of secret employer monitoring. Nichols, supra note 2, at 30 (statement of Kathy Skrabut, legislative representative for the Service Employees International Union).
83. OTA REPORT, supra note 2, at 27. Monitored offices have been referred to as "'electronic sweatshops'... that combine the worst features of both the factory and office: boring, repetitive, fast-paced work that requires constant alertness... done under pressure of constant supervision and demands for faster work." Id. Because of this, electronic monitoring has been referred to as the "whip of the Information Age.
84. Senator Paul Simon of Illinois, when introducing the "beep bill," remarked that the bill was a "simple but critical step" toward protecting privacy rights in the workplace. 133 CONG. REC. at S5833. Secret telephone monitoring, like urine and polygraph testing, has serious privacy problems. According to Representative Don Edwards of California, who introduced the "beep bill" in the House, a person should not have to give up all of their privacy rights simply because they have a job. Statement of Rep. Don Edwards, chairman of Subcommittee on Civil and Constitutional Rights before the House Subcommittee on Courts, Civil Liberties and the Administration of Justice on H.R. 1950, July 15, 1987, at 4.
85. One such group, the Office of Technology Assessment ("OTA"), studies these trends for the United States Congress. OFFICE OF TECHNOLOGY ASSESSMENT, U.S. CONGRESS, WHAT OTA IS, WHAT OTA DOES, HOW OTA WORKS 5 (1987) [hereinafter "WHAT OTA Is"]). The Office was created by the Technology Assessment Act of 1972. Pub. L. No. 92-484, 86 Stat. 797 (1972). The Act states:
As technology continues to change and expand rapidly, its applications... large and growing in scale, and... increasingly intensive, pervasive, and critical in their impact, beneficial and adverse, on the natural and social environment,... it is essential that, to the fullest extent possible, the consequences of technological applications be anticipated, understood, and considered in determination of public policy on existing and emerging national problems." Id. § 2. The OTA is nonpartisan, expert, objective and anticipatory. WHAT OTA IS, supra, at 6. A congressional board, consisting of six senators and six representatives, governs the OTA. The chairman of any congressional committee or the OTA board may request the OTA to embark on a new report, called an "assessment." Id. at 7. Assessments can take up to two years to complete. Id. During this time, the OTA will provide analyses to congressional committee members and staff, present testimony at congressional hearings, and conduct workshops. Id.
There are nine working "teams" which make up the nine functional areas studied by the OTA. They are (1) energy and materials; (2) international security and com-
make up the emotional atmosphere of a workplace. Secret telephone monitoring degrades the office environment by adding an element of distrust between employer and employee. Studies have shown that the distrust creates added stress and the increased stress may lead to mental and physical illnesses.

The OTA works closely with other information agencies to avoid project duplication. Because of this interaction, the OTA also can frequently obtain valuable unpublished information. Some related OTA assessments in progress as of April 1987 are entitled New Communications Technology: Implications for Privacy and Security; Technology, Public Policy, and the Changing Nature of Federal Information Dissemination; Communications Systems for an Information Age; and Science, Technology, and the Constitution in the Information Age.

86. OTA REPORT, supra note 2, at 8.
87. Id. The OTA found that electronic monitoring raises worker opposition when it is imposed without worker participation, when standards are perceived as unfair, or when performance records are used punitively. Id. at 9. Opponents of the "beep bill" maintain that results of electronic monitoring are never used punitively. Nichols, supra note 2, at 30 (quoting Jane Moss, executive director of the American Car Rental Association in Washington, D.C.). Nevertheless, many monitored workers would disagree.

For example, Mary Williams, a reservations agent for United Airlines, was fired for an epithet she muttered under her breath after a rude customer had hung up. Mary's supervisor, who had been monitoring the previous call, overheard Mary's private words and the incident was used against her later in a termination proceeding. Because monitoring is legal through the business extension exemption, Mary cannot sue for invasion of privacy. She can try to sue United for wrongful discharge, but because United's monitoring was within its managerial rights, she will probably be unsuccessful. Blodgett, supra note 20, at 24.

See Outten, supra note 28, at 31-34, for a general explanation of wrongful discharge. See also Ogborn, supra note 27, at 260 for a discussion of wrongful discharge based on drug test data. For an interesting discussion of swearing and freedom of expression in the workplace, see Atleson, Obscenities in the Workplace: A Comment on Fair and Foul Expression and Status Relationship, 34 BUFFALO L. REV. 693 (1985); Rabin, Some Comments on Obscenities, Health and Safety, and Workplace Values, 34 BUFFALO L. REV. 725 (1985); Staff & Foster, Current Issues Affecting the Private Employee's Right to Freedom of Expression, 23 AM. BUS. L.J. 257 (1985).

88. OTA REPORT, supra note 2, at 50-55. Many cases of employee illnesses due to monitoring-related stress were recorded in a survey of members of the Service Employees International Union. CAMPAIGN FOR VDT SAFETY, 9 TO 5 NAT'L ASS'N OF WORKING WOMEN & SERV. EMPLOYEES INT'L UNION, VDT SYNDROME: THE PHYSICAL AND MENTAL TRAUMA OF COMPUTER WORK (1987). Workers who suffer from occupational illnesses can collect workers' compensation if they prove that the disease is causally connected to work-related factors. Felter, Workers' Compensation Claims for Heart Attack and Mental Illness, MED. TRIAL TECH. Q. 308 (1986). Recently, courts have allowed workers to recover for mental and physical illnesses caused by stress factors at the workplace if they prove a causal connection. See Mulcahey v. New England Newspapers, Inc., 488 A.2d 681 (R.I. 1985) (court awarded workers'
One such study, conducted by 9to5, The National Association of Working Women, in 1984, showed that workers subject to secret monitoring experienced a higher incidence of stress and stress-related problems than non-monitored workers. The results of this survey were consistent with other studies that linked stress-related diseases to workers subject to monitoring. For example, the Framingham heart study revealed that these workers suffered a higher incidence of heart disease because of rapid, monotonous, and repetitive work, and lack of discretionary control. The "beep bill" would install an element of control into the job because the monitored employee would know when monitoring is occurring and could better master his own job performance. Because the bill would enable the employee to control his job, passage of the bill would reduce stress and improve the employee's work life.

The reduction of stress and the improvement of work life depends mainly on two factors. These factors include job involvement compensation to widow of man who died of a heart attack caused by a stressful job). Accord Rose v. Bostitch, 523 A.2d 1221 (R.I. 1987) (because there was no evidence of a causal connection between the plaintiff's job duties and her mental disorders, the plaintiff could not collect workers' compensation).

For discussions of necessary criteria for workers' compensation claims for stress-related mental and physical diseases, see Sersland, Mental Disability Caused by Mental Stress: Standards of Proof in Worker's Compensation Cases, 33 Drake L. Rev. 75 (1983-84); Troost, Worker's Compensation and Gradual Stress in the Workplace, 133 U. Pa. L. Rev. 847 (1985); Comment, Workers' Compensation for Mental Stress Arising From Personnel Decisions, 56 Cincinnati L. Rev. 827 (1987); Comment, Eligibility for Worker's Compensation in Cases of Non-Traumatic Mental Injury: The Development of the Unusual Stress Test in Wisconsin, 1987 Wis. L. Rev. 363 (1987).
and organizational support. The combination of a low level of employee participation in planning, plus a closely hovering manager, increases job stress and stress-related illnesses. Hence, the constant threat that a manager may be watching, coupled with the employee inability to control the surveillance, leads to higher stress levels and poor worker health.

When West Virginia had a "beep" law, the telephone company was forced to eliminate secret telephone monitoring. The following year, the company's employee magazine reported that customer compliments had actually increased and that efficiency was at an all-time high. In other states, employees of Northwestern Bell are subject to "on-position" monitoring only. Under these conditions, the employee always knows when she is being monitored because the supervisor sits beside the employee during the monitoring session. The service ratings of these employees remain consistently high. Consequently, after the federal "beep bill" is passed, worker morale and work life quality should also improve.

Another reason for the passage of the "beep bill" is that it will serve to recognize and protect privacy in the workplace. Legislation is badly needed in this area because, although human intuition tells us that invasion of privacy in the workplace is wrong, right now there is no legal relief for an employee whose has suffered a privacy invasion at work. This is especially a problem for the private employee at will. A public employee (one who is employed by a gov-

94. Id. Fast-paced computer work leaves little time for coworker socialization. Id. The reduced interaction also is a stress factor. Id.
96. Bahr testimony, supra note 57, at 6. For the language of the West Virginia statute, see supra note 63.
97. Id. The C & P Mountain Lines reported that the West Virginia offices had an overall customer satisfaction rating of 95.7% and the company moved some of its Washington, D.C. workers into the West Virginia offices as a result. Id.
98. Id.
99. Id. For offices with on-position monitoring, the 1986 service ratings were 93%.
100. OTA REPORT, supra note 2, at 113. Currently, workers have no legal right to be treated with dignity or as an autonomous person. Id. An employer's secret surveillance of an employee is not prohibited by law unless it is outrageously intrusive. Id. See Gibson v. Hummel, 688 S.W.2d 4 (Mo. App. 1985); Hall v. May Department Stores, 637 P.2d 128 (Or. 1981); Trout v. Umatilla County School District, 77 Or. App. 104, 712 P.2d 814 (1985).
See also supra note 28 and accompanying text for a discussion of the limits on employees at will to bring actions against their employers.
101. OTA REPORT, supra note 2, at 113. The Report arrived at several other conclusions concerning electronic monitoring:
- [P]ublic employees are better protected against "unfair" monitoring practices than private sector employees . . . .
- [N]o law compels an employer to implement monitoring with fairness . . .
- Electronically monitoring formerly unmonitored tasks may change the very nature of that task, by accommodating the task to the system of measurement.
ernment) can claim a constitutional right to privacy and a union employee may have certain contractual privacy rights. On the other hand, a private at-will employee currently has no recognized legal right to privacy in the workplace. The federal "beep bill" will ensure that an employee's privacy, on the phone at least, will be protected against an employer's intrusion.

Opponents are resistant to the "beep bill" for two reasons. First, employers feel that they will lose the right to evaluate their employees if the "beep bill" is passed. Second, the opponents feel that the "repeating audible signal" will confuse customers. Both reasons, however, are unfounded.

Basically, the "beep bill" would still allow employers to monitor their employees. The only difference is that employers would no longer be able to monitor secretly. Employers who currently do not use secret monitoring report better worker/supervisor relationships, higher efficiency levels, and increased customer satisfaction. At a hearing for the House "beep bill", Professor Charles Hecksher of the Harvard Business School stated that effective managers have no real use for secret monitoring. Thus, employers do not need to monitor secretly and there is even evidence that they do not need to monitor at all. The "beep bill," then, really does not take any rights away from employers, and may even result in increased employee productivity in the long run. Consequently, both employers and employees will benefit from the proposed legislation.

No privacy protections exist against the collection of transactional information on employees' activities while at work. With some exceptions, no law prevents an employer from using the monitoring systems in a secret low visibility manner. There is no legal right to be treated with dignity or as an autonomous person [in the workplace]. No law currently protects workers against stressful environments. In some cases, stress may be a compensable injury under Worker Compensation statutes, but stress-related health effect are difficult to prove, and are not accepted in a majority of State courts.

Id. at 113-14.

102. Bahr testimony, supra note 57, at 7. Professor Hecksher stated: Monitoring is a tool for bad managers. It's a crutch that allows bad managers to get away with a style that we know doesn't work. The best way to get effective work out of people is to tell them what needs to be done and then get out of their way and let them do it.

Id.

103. Barnes & Palmer, supra note 26, at 844. The "beep bill" will give employees an active role in the evaluation process. If employees know when the employer is collecting information on them, the employees will pay closer attention to the details and may even be able to correct false information in the employer's records. Employers should welcome this because employees have successfully brought negligence claims against employers for disseminating inaccurate information. See Moessner v. U.S., 579 F. Supp. 1030 (E.D. Mo. 1984), aff'd., 760 F.2d 236 (8th Cir. 1985); Bulkvin v. W. Craft E., Inc., 422 F. Supp. 437 (E.D. Pa. 1976).
The second reason employers are opposed to the “beep bill” is that they are concerned about possible customer confusion caused by the “beep.” A repeating signal may lead the customer to think that the company he has called is recording his voice for a prosecution in the future. Opponents of the bill are also concerned that the signal will skew important information such as credit card numbers, order and catalogue item numbers, etc. Companies that depend on phone sales claim that customers would be put off by the “beep” and that this would hurt revenues.

Nevertheless, the benefit the customer receives in the way of privacy protection vastly outweighs any confusion the customer experiences. Whenever an employee is being secretly monitored, the customer is being secretly overheard also. Consequently, the customer’s privacy is also being violated. For example, secret monitoring is rampant in an insurance claims office. A customer who calls a claims office may want to discuss such sensitive information as a claim for an acquired immune deficiency syndrome (“AIDS”) test or psychiatric treatment. The customer has a right to know, and may well want to know, who else is listening to his call. The “beep bill” will function to preserve the customer’s right of privacy by requiring notice to both parties that their telephone conversation is no longer private. Maintaining customer privacy is so important that the slight inconvenience of the “beep” will be virtually ignored as the public becomes accustomed to the practice.


105. Nichols, supra note 2, at 28.

106. Spiegel testimony, supra note 104, at 3.

107. Id. Some groups that oppose the “beep bill” are the Air Transport Association, the American Car Rental Association, Direct Marketing Association, National Association of Manufacturers and the National Retail Merchants Association. Id.

108. Blodgett, supra note 20, at 25. Harley Shaiken, professor of workplace and technology-related courses at University of California in San Diego, stated:

When I call an airline to make a reservation, I don’t assume someone is listening in on the conversation. As a consumer, my privacy is being violated.

What if I were to call the local medical clinic to be tested for AIDS and the receptionist was being listened in on by a supervisor who was my neighbor? This kind of thing could become commonplace.”

I'm just an average man . . . .
I want to be left alone . . . .
But why do I always feel
like I'm in the Twilight Zone?
I always feel like somebody's watching me,
and I have no privacy.
I always feel like somebody's watching me.
Who's playing tricks on me?109

Because workplace surveillance techniques have increased rapidly in recent years, employers have access to a greater amount of employee information. The employee considers some of this information private. A line has to be drawn between how far an employer can intrude into an employee's privacy and how far into the workplace an employee's privacy can reasonably extend. Eliminating the secrecy aspect of telephone monitoring through the “beep bill” is a modest proposal, but an important step toward drawing that line.

Congress should pass the “beep bill” to protect the privacy of customers and workers. While it is true that employers need to evaluate employee performance, they do not have to infringe on their employees' privacy rights. The bill allows an employer to maintain the right to evaluate employees and, at the same time, protect the individual employee's right to privacy.

Similarly, customers do not know that there is a third party to their telephone conversations. Customers have a right to know if someone is listening in on their telephone calls. The “beep bill” lets both parties to the call know that someone else is on the line and thus protects the rights of the public as well as those of the employee.

Connie Barba